
		

		
		
				
							
	
										
													
	
	
	
	
	
	
	
	


												
												
												
												

		
				
					Firewalls 

						Cisco 
						
	Netscreen 
						
	Watchguard 
						
	Sonicwall 
					


					Routers

						Cisco
						
	3Com
					


					Servers

						Dell
						
	HP
						
	IBM
						
	Sun
						
	Compaq
						
	Mainframes
					


					Network Cables

						Cat5
						
	Fiber
					


					KVM Switches

					Network Switches

						Cisco
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	Dell
						
	Linksys
						
	Netgear
						
	HP
						
	Extreme Networks
					


					Wireless Networking

					Telecom Systems

					Power Protection 

									Backup Power UPS

						APC
						
	Tripp Lite
						
	CyberPower
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FreeBSD : xpdf -- buffer overflow vulnerability (420) Vulnerability Scan


Vulnerability Scan Summary
Check for cups-base


Detailed Explanation for this Vulnerability Test



The remote host is missing an update to the system



The following package is affected: cups-base



Solution : Update the package on the remote host

See also : 






Click HERE for more information and discussions on this network vulnerability scan.												
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